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Research on youth exposure to, and management of,  
cyberbullying incidents in Australia 

Eight reports were produced in this series of publications; these are listed below. 

Synthesis report 

Part A: Literature review on the estimated prevalence of cyberbullying 
involving Australian minors 

Part B: Cyberbullying incidents involving Australian minors, the nature of the 
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Glossary 
 

For the purpose of this report and research: 

Bullying   Any behaviour that is repeated, intended to cause harm and is 
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Executive Summary 
This is the first report of a three-part series researching youth exposure to, and 
management of, cyberbullying incidents in Australia, commissioned by the 
Australian Government as represented by the Department of Communications. 
These findings inform Part B and Part C of this research and should be read in 
conjunction with those reports. 

The objective of this part of the research is to estimate the prevalence of 
cyberbullying incidents involving Australian minors, based on a review of existing 
published research, including how such incidents are currently being dealt with.  

This research draws from a wide range of domestic, international and grey literature. 
The research provides a basis upon which to predict the extent of cyberbullying 
amongst minors in an Australian context in order to inform how it is managed.  

Determining the prevalence of cyberbullying is fraught with difficulties in terms of 
definition and measurement. The prevalence rates differ widely depending on how 
cyberbullying is defined, how the question is asked, and who responds to the 
question. 

Recent Australian studies suggest that a conservative prevalence for being 
cyberbullied would be in the vicinity of 20 per cent of children aged 8-17 years in a 
12 month period. This estimate takes into account the varying methods and samples 
used in the Australian studies examined for this report. 

This gives a rough estimate of the number of children involved in cyberbullying as 
somewhere between 460,000 and 560,000 children in a 12 month period. 

This finding is within the estimates of other international studies which ranged in 
prevalence from 0.9 per cent 72 per cent, with reviews of published studies 
indicating an average of around 24 per cent. Most estimates indicate that rates of 
cyberbullying are still lower than rates of traditional bullying. However, there are also 
indications that Australia has higher rates of cyberbullying than European countries 
due to the higher levels of internet use of Australian children. 

The Australian studies also confirm international research evidence which indicates 
that cyberbullying is most prominent among middle-school aged youth (10–15 
years). The studies suggest an inverse U-pattern: starting at low levels before the 
teenage years, increasing until mid-teen years, and then beginning to decrease over 
time. However, little is known about when children start cyberbullying or whether the 
age at which cyberbullying starts is changing over time.  

Findings are inconsistent, internationally and in Australia, regarding the gender 
balance of cyberbullies, with some studies indicating more girls engaging in 
cyberbullying behaviour whereas others show cyberbullying by boys to be more 
prevalent. Gender seems to be a function of the type of cyberbullying behaviour; 
Some devices, methods of cyberbullying, and social networking platforms, are more 
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1 Introduction 

The Australian Government, as represented by the Department of Communications, 
commissioned the Social Policy Research Centre (SPRC) at UNSW Australia, the 
University of South Australia, the University of Western Sydney, and the Young and 
Well Cooperative Research Centre to research youth exposure to, and management 
of, cyberbullying incidents in Australia.  

Cyberbullying has become a significant issue for young people as they interact 
increasingly through social media. Yet for many stakeholders the legal status of 
cyberbullying is unclear. There is also little empirical, longitudinal evidence to inform 
policy makers in this area. This research aims to fill an urgent gap by summarising 
and appraising the current empirical evidence and by adding to it through analysis of 
new primary and secondary datasets, as well as through consultations with key 
informants. 

The research aims to provide the Australian Government with evidence relating to 
the desirability of whether to create a new, separate cyberbullying offence and in its 
consideration of a new civil enforcement regime. The research involves three parts: 

Part A : The estimated prevalence of cyberbullying incidents involving 
Australian minors, based on a review of existing published research including 
how such incidents are currently being dealt with. 

Part B : The estimated prevalence of cyberbullying incidents involving 
Australian minors that are reported to police, community legal advice bodies 
and other related organisations, the nature of these incidents, and how such 
incidents are currently being dealt with. 

Part C: An evidence-based assessment to determine, if a new, simplified 
cyberbullying offence or a new civil enforcement regime (CER) were 
introduced, how such an offence or regime could be implemented, in 
conjunction with the existing criminal offences, to have the greatest material 
deterrent effect. 

This report presents the findings from Part A of the research: Identifying the 
prevalence of cyberbullying in Australia through a literature review.



4 

1.1 Part A research purpose and scope 

The main objective of this component of the research is to ascertain: 

The estimated prevalence of cyberbullying incidents involving 
Australian minors, based on a review of existing published research,  
including how such incidents are cur rently being dealt with.  

Part A aims to:  

�x Focus on Australian sources, as well as international sources to provide 
additional contextual information. 

�x Quantify the estimated incidents of cyberbullying involving Australian minors 
(youth aged under 18 at the time of the report). 

�x Outline how such incidents are currently being dealt with by Australian 
authorities.  

Specifically, it includes, to the extent that the existing published research exists, the 
following categories of incidents: 

�x where the victim and offender were both minors 
�x where the victim was a minor and the offender was an adult 
�x where the victim was an adult and the offender was a minor 
�x where the offender was based in Australia 
�x where the offender was not based in Australia, was not an Australian citizen, 

or was unknown to the victim. 

Australian data sources (research) on cyberbullying specifically considered include:  

�x The Safe and Well Online Study (SWO), by the Young and Well Cooperative 
Research Centre 

�x The Young and Well Cooperative Research Centre National Study 

�x The Joint Select Committee report on Cyber-Safety (2011): High Wire Act 
�x Published reports from the Department of Communication (previously the 

Department of Broadband, Communications and the Digital Economy) and 
the Australian Communications and Media Authority 

�x The Australian Covert Bullying Prevalence Study (ACPBS) 

�x Relevant work carried out by researchers in Australia including the Australian 
Universities’ Anti-Bullying Research Alliance (AUARA); Edith Cowan 
University’s Child Health Promotion Research Centre, and the Murdoch 
Children’s Research Centre.  

International data sources (research) on cyberbullying considered include: 

�x The European Cooperation of Science and Technology: Action on 
Cyberbullying (ISO801); involving 28 European countries 

�x KiVa: the Finnish National Anti-bullying studies 
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�x The Eu/Au Kids Online studies 

�x PrevNet (Canda) and BrNet (USA) anti-bullying research collectives 
�x The Anti-Bullying Centre (ABC), (Dublin City University, Dublin: Formerly of 

Trinity College, Dublin)  

�x The Anti-B
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�x Cyberbullying is any behaviour performed through electronic or digital media by 
individuals or groups that repeatedly communicates hostile or aggressive 
messages intended to inflict harm or discomfort on others. In cyberbullying 
experiences, the identity of the bully may or may not be known. Cyberbullying 
can occur through electronically mediated communication at school; however, 
cyberbullying behaviours commonly occur outside of school as well (Tokunaga, 
2010, p 278). 

�x Any communication, with the intent to coerce, intimidate, harass or cause 
substantial emotional distress to a person, using electronic means to support 
severe, repeated and hostile behaviour (Department of Communications, 2014, 
p 3). 

�x Cyberbullying is when one person or a group of people repeatedly try to hurt or 
embarrass another person, using their computer or mobile phone, to use power 
over them. With cyberbullying, the person bullying usually has some advantage 
over the person targeted, and it is done on purpose to hurt them, not like an 
accident or when friends tease each other (Campbell, 2012, p 7*). 

�x When someone repeatedly uses the internet or a mobile phone to deliberately 
upset or embarrass somebody else. It is intended to harm others and can 
include sending mean or nasty words or pictures to someone over the internet or 
by mobile phone (ACMA: Like, Post Share, 2013*). 

�x 
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because unlike traditional bullying, a single act can be repeated by virtue of being 
reproduced on the internet. Prevalence rates also vary depending on how questions 
about cyberbullying experiences are asked, in particular whether participants are 
asked a global question such as ‘have you been cyberbullied in the past 12 months’ 
or whether they are asked a set of questions about specific experiences e.g. ‘did 
anyone post an offensive message on a social networking site about you’.  

There is no agreed timescale for the measurement of prevalence or incidence, and 
studies vary from asking participants if they have ever experienced cyberbullying to 
asking about experiences in the past year, term or even shorter periods.  

Each study represents a point in time. As new technologies and digital inclusion 
advance, prevalence rates may change and also the type of bullying and the 
platforms used by bullies change. Thus prevalence studies have a limited shelf life.  

Prevalence rates vary depending on the ages of the sample selected for particular 
studies, with younger children generally experiencing lower rates than teenagers or 
adults.  
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2 Challenges of determining prevalence of 
cyberbullying 

2.1 Introduction 

Determining the prevalence of cyberbullying in the population is challenging, both 
conceptually and methodologically. Different approaches to definition, and 
measurement provide greatly varying estimates of the extent of cyberbullying in the 
community. This section discusses some of the key challenges in the definition and 
measurement of cyberbullying which are pertinent to the estimate of its prevalence 
in the population of young people in Australia. Bullying is explored briefly, as it is the 
underpinning construct. 

2.2 Challenges, prevalence, evidence and the need for 
clarity 

 Definition of bullying 2.2.1

Whilst there is no definitively agreed definition of bullying (see Smith, 2014), it is 
widely accepted that bullying is differentiated from other forms of aggression by 
these specific elements:  

�x a deliberate intent to harm,  
�x a power differential between the parties concerned, and  
�x that it is repeated, or ongoing over time (Olweus, 1993).(see Section 1.2 

above for further definitions) 

Bullying is also not a single construct, and has variously been categorised in form 
as: overt/covert; direct/indirect; physical/verbal; social/relational; and having 
psychological/physical impact. How these behavioural aspects translate to 
understanding and defining cyberbullying is therefore also relevant (Langos, 2012; 
Menesini et al., 2013; Spears et al., 2009).  

Genta et al., (2012) used four forms of bullying in the DAPHNE II questionnaire: 
direct, indirect, using mobile phones and using the internet. Noting that this data was 
collected in 2007-2008, it seems obsolete now to separate out mobile phones and 
the internet, due to the increasing uptake of smartphones and social networking.  

Often lists of specific behaviours are used, with examples (see Smith, 2014, p 51) 
e.g.:  

physical (hitting, kicking); verbal (teasing, taunting) social exclusion 
(systematic isolation); indirect/relational: (spreading nasty rumours; you can’t 
play with us); cyberbullying (text, image, social networking); bullying due to 
race, religion, disability or sexual bullying. 
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Recently, the Australian Research Alliance for Children and Youth (ARACY) 
undertook to establish an agreed definition for bullying for Australian researchers 
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�x Different data sources used (students, teacher; self-report; peer report) 
�x 
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 Estimating the prevalence of cyberbullying 2.2.2

Estimating the prevalence of cyberbullying is an equally challenging task as that of 
traditional bullying: practically, conceptually and operationally. This is not only 
because cyberbullying raises the same issues as for traditional bullying as stated 
above by Solberg and Olweus (2003) and Cook et al. (2010) but also because there 
is a constant change in technologies used. 

There are two approaches to conceptualising cyberbullying in relation to traditional 
bullying:  

�x that it is an extension of traditional bullying into the world of technology; and  
�x that there is indeed something unique about it. 

Kowalski et al. (2014, p 52) found that individuals may be targets in both 
face-to-face and online settings, and suggested that this provides “support for the 
idea that cyberbullying can be considered an extension of traditional bullying”. 

On the other hand some continue to argue that these forms of bullying are 
somewhat different (Menesini et al., 
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�x Data collection: national random telephone surveys; online random surveys; 
online self-selected surveys; offline convenience samples  

�x 
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now, and therefore their prevalence, as when cyberbullying first emerged? What is 
the impact of younger children having greater access to technology and using it in 
ways that were unheard of a decade ago?  

By way of example, Smith (2014, p 80) notes the changing face of research in this 
space: that in representative studies from the USA, in repeated surveys from 1999, 
2004 and 2009, there was not a single question on mobile phones at all in 1999; 
only one asking about mobile phones or landline phones in 2004, but in 2009, 
average time spent in a typical day with mobile phones was noted: 1.33 hours 
texting and 0.33 hours talking. Similarly, they noted that in 1999, 0.27 hours was 
spent on the computer on average; 1.02 in 2004 and 1.29 in 2009.  

Capturing the ephemeral nature of current online youth engagement with new 
platforms is another challenge to determining current prevalence levels of 
cyberbullying. The shift from static email to image-based social network sharing 
platforms, to increasingly user-designed and created interactive devices where there 
is an app for everything, expands the repertoire which will be required in order to 
establish how, when and where cyberbullying may take place: and thus impact on 
prevalence.  

Ybarra (2012, p 185) suggests that in order to avoid ‘double counting’ of 
cyberbullying experiences which could impact on estimates of prevalence, ‘that the 
concept of bullying, and therefore the measures, be framed as having three 
dimensions: type (physical, relational); communication mode (face-to-face, online, 
phone or text message); and environment (school, home, elsewhere)’. Cyberbullying 
then, would be bullying ‘using specific modes of communication’. 

Other particular challenges for determining estimates of prevalence include defining 
an incident 
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impossible, to place those involved in cyberbullying entirely within the role of either 
the bully or the victim.  

Olweus (2013, p 767), the leading researcher who started the research into bullying 
in the 1970’s, has weighed in to the debate stating:  

to be cyberbullied or to cyberbully others seems to a large extent to be part 
of a general pattern of bullying, where the use of electronic media is only one 
possible form. 

A specific incident may also be very difficult to access/define because bullying 
generally takes place over time and is a repetitive process occurring in the context 
of individual and peer relationships. In the case of cyberbullying however, this takes 
place in the context of online social relationships with individuals, peers and 
strangers.  

Similar to traditional bullying, even when the definition is agreed, the way the 
question is asked in a survey can yield different findings, and therefore prevalence:  

Some measure it using a simple, global question, e.g. ‘have you been 
cyberbullied?’; others use a definition, i.e. ‘we say bullying is…’; whilst others 
employ a list of behavioural experiences, e.g. ‘Has anyone sent you a text message 
which you found frightening or threatening?’, or a combination of these. Those who 
respond to actual behaviours, reveal higher levels of victimisation than those who 
have been asked a global question (see Shaw, Dooley, Cross, Zubrick, & Waters, 
2013; Ybarra, Boyd, Korcmaros, & Oppenheim, 2012).  

Some researchers have also employed cartoons to represent bullying and 
cyberbullying for younger ages (Joint Select Committee on Cyber-Safety 2011). This 
too has implications for determining prevalence, as developmentally different age 
groups require different approaches in order to tease out the experiences and their 
understanding of it. Accessing very young children’s experiences, for example, is 
problematic as they tend to collapse all behaviours together (Smith et al., 2002), 
suggesting much higher levels than there might really be. 

The cut-off points for establishing groups and sub-groups are also critical to 
prevalence. Olweus (1999) asked about bullying in relation to the ‘last couple of 
months’ followed by a series of choices as to frequency: not been bullied; only 
happened once or twice; two or three times per month; about once a week; several 
times a week. The cut-off point has usually been 2–3 times a month, as this 
indicates repetition and the bullying being ongoing over time.  

In cyberbullying research however, there appears to be a shift towards a lower 
cut-off point: it has happened once or twice (See Frisén et al., 2013). This is due to 
how the notion of repetition plays out online: something could be uploaded, and then 
ongoing comments and ‘likes’ contribute to the spread of the bullying across a wider 
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audience. This has particular ramifications for determining prevalence, as this is a 
much “looser” criterion than 2 or 3 times a month. 

The time reference period is a key issue in determining prevalence: e.g. last month, 
last term, last year, ever at school (Monks et al., 2009), and this critically hinders 
cross-study and cross-cultural comparisons. Solberg and Olweus (2003: p 243) 
consider that: 

…every couple of months is a reasonable ‘memory unit’ for students to recall 
traditional bullying, but no consensus has been arrived at, with regard to 
cyberbullying.  

Fbergced ate of m
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�x the anonymity of the bully, and the availability of the victim 24/7  
�x whether the cyberbullying behaviour is overt or covert, direct or indirect  
�x cyber-aggression (intent to harm only) and cyberbullying (power and 

repetition as well as intent) 
�x the inclusion of sexual cyberbullying in the definition. 

While it is important to maintain as open and inclusive a definition of bullying and 
cyberbullying as possible, this may occasionally cause problems when trying to 
tease out related areas. 

Table 1 Comparison of prevalence rates by cut off and reference period  

Authors  Cut off  Reference 
period  

Prevalence %  

Ang & Goh 
(2010)  

Infrequent: at 
least once or 
twice 

Current school 
year 

Infrequent CB males: 19.9 

Infrequent CB females: 14.2 

Frequent CB males: 3.7 

Frequent CB females: 0.9 

Hinduja & 
Patchin (2007; 
2008; 2010) 

 

 

 

 

 

At least one 
experience with 
the behaviour 

Ever (2007; 
2008) 

 

 

 

 

 

 

2007:  

CV male 32.5; CV female 36.3 

2008 

CB male 18 

CB female 15.6 

CV male 32.7 

CV female 36.4  

Patchin & 
Hinduja (2006) 

 Previous 30 
days (2006; 
2010) 

CB : 9.1 to 23.1 

CV : 9.1 to 23.1 

Witness: 47.1 

Li (2005, 2006, 
2007a, 2007b, 
2008) 

At least one CB 
experience 

  CB ranged 14.5–17.8 

CV ranged 24.9–28.9 

Witness 56.8 

Menesini et al. 
(2011)  

Only once or 
twice 

2–3 times a 
month 

Once week 

Several times 
week 

Past 2 months CB 14 (only once or twice) 

CB 2 (2–3 times month) 

CB 0 (once a week) 

CB 1 (several times a week) 

 

 

Mishna et al. 
(2010) 

At least once or 
twice 

Past 3 months CB 33.7 

CV 49.5  

Smith et al. 
(2008) 

2005: at least 
once or twice 

Past 2 or 3 
months 

CV 15.6 (only once or twice) 

CV 6.6 (often) 

Source: Frisén et al., 2013 

Notes: CB – cyberbullying, CV – cyberbullying victim 
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3 Prevalence and nature of cyberbullying 

3.1 
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Table 2 Summary of Australian cyberbullying prevalence studies  

Summary  ACBPS ARC 



 

 The Australian Covert Bullying Prevalence Study  3.1.1

This study was commissioned by the Commonwealth Department of Education, 
Employment and Workplace Relations (DEEWR) and carried out by Edith Cowan 
University’s Child Health Promotion Research Centre, with results published in May 
2009 (Cross et al., 2009). It consisted of four separate sub-studies, conducted 
between 2002 and 2007; however, it is only the final quantitative study which 
collected data in 2007 which is discussed here. Using a stratified two-stage 
probability sample, this study provided cross-sectional national data collected from 
7,418 students aged 8–14 years and 456 school staff across 106 government and 
non-government schools during 2007. Student reports of how often they were 
bullied and/or bullied others were measured using two items adapted from the 
Olweus Bully/Victim Questionnaire (Olweus, 1996) and the Rigby and Slee Peer 
Relations Questionnaire (Rigby, 1998).  

A definition of bullying was provided: “Bullying is repeated behaviour which happens 
to someone who finds it hard to stop it from happening” (their emphasis; Ch. 5, 
p 169). Different forms of bullying were distinguished: “Being bullied (in any way) is 
defined as being bullied again and again by another student or group of students 
every few weeks or more often in the term”. “Being bullied covertly is defined as 
being bullied again and again by another student or group of students, every few 
weeks or more often in the term, in ways that can’t easily be seen by others.” 
Cartoon and written examples of face-to-face (overt) and covert bullying were 
presented, and one covert example mentioned: Mean and nasty pictures or words 
posted/sent on the Internet or mobile phone. Students were specifically asked: THIS 
TERM, how often and where were you bullied AGAIN and AGAIN by someone 
sending you mean or nasty words over the Internet or mobile phone? (their 
emphases, Ch 5. Appendix 1, p 326).  

In addition, participants were asked: THIS TERM (their emphasis), how often did 
you on your own or in a group, do these things to another student or students 
(cyberbully) or have these things happen to you (cyber victim)? Response options 
(frequency) included: this did not happen this term; once or twice this term; every 
few weeks this term; about once a week this term; most days this term.  

Participants’ exposure to and engagement in cyberbullying was categorised in the 
following ways (Cross et al., 2011, p 81): 

�x exposure to cyberbullying behaviours 

o any 1 of the 8 behaviours (below) once or more often, in the last term:  
-  sent threatening emails 
-  sent nasty messages on the internet, e.g. through MSN  
-  sent nasty text messages (SMS), or prank calls to their mobile 

phone  
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-  someone used their screen name or password, pretending to be 
them, to hurt someone else  

-  someone sent their private emails, messages, pictures or videos 
to others  

-  mean or nasty comments or pictures were sent or posted about 
them to websites, e.g. MySpace, Facebook  

-  mean or nasty messages or pictures were sent about them to 
other students’ mobile phones, and/or  

-  
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Table 3 Traditiona l and cyber victimisation and bullying prevalence  

Type of victimisation % n 

Traditional victims only  16.1 500 

Cyber victims only  4.5 139 

Both cyber and traditional 
victims  

4.5 140 

Traditional bully–victims  4.7 147 

Cyberbully–victims  1.5 48 

Both cyber and traditional 
bully–victims  

5.4 169 

Not involved 58.3 1813  

Source: Campbell et al, 20123 

In all, 15.9 per cent of participants reported they had been victims of cyberbullying, 
either in isolation, or in combination with face-to-face bullying. These findings 
highlight the complexity of determining levels of cyberbullying, as it is now important 
to identify the various combinations of online and offline bullying, and this has 
implications for accurately determining the prevalence of cyberbullying. 

As no frequency of occurrence was given, it is difficult to know the intensity of the 
cyberbullying in the time leading up to victims reporting it. In the absence of any 
information, it could be assumed that it was taken to mean at least once or more 
often, but it could easily have been once only. Either way, when the notion of 
repetition in the online setting is taken into account, this prevalence figure 
represents a conservative estimate. The importance of this study relates to the 
identification of the sub-groups of victims associated with cyberbullying, how that 
sheds light on previous estimates, as well as highlighting the cross-over between 
bullying and cyberbullying practices. 

 The Joint Select Committee on Cyber-Safety (2011) High-wire act: 3.1.3
Cybersafety and the Young (Interim Report) 

The study by the Joint Select Committee on Cyber-Safety (2011) involved a mixed 
methods online survey of young people’s opinions and experiences of cyber-safety,hat it waP 
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o Are there any other things that are cyberbullying. 

This study only contains data on age and gender and, unlike the ACPBS (p 87, fig 
3.3) it is not reported by State. However it canvasses a wider range of ages than the 
ACBPS.  

Young people aged from 13 to 18 years were asked if they had been directly 
involved in cyberbullying in the last 12 months (see Table 3.1, p 81). Of the total 
respondents (n=15,592), 1,379 (8.8 per cent) reported bullying someone else via 
technology in the last year (p 81). More females than males at each age reported 
being directly involved in cyberbullying others in the last year (See Fig 3.1 Joint 
Select Committee on Cyber-S
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�x 17 per cent of Australian children said they had bullied others, though only 
5 per 
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Despite the methodological limitations of this study, it has the advantage of being 
able to compare findings on prevalence between the 2009 survey (7-10 per cent), 
and the 2013 survey (4-21 per cent).  

Those who reported ever being a victim of cyberbullying ranged from 4 per cent of 
8–9 year olds up to 21 per cent of 14–15 year olds. There appeared to be a slight 
decline in cyberbullying for the 16–17 year olds (16 per cent) though this was not 
statistically significant. For the majority of respondents, the cyberbullying had taken 
place in the last year – particularly for the younger children (8–13 year olds). 

There were some demographic differences evident amongst the 12–17 year olds:  

�x Females were more likely than males to report that they had been 
cyberbullied (21 per cent versus 14 per cent respectively)  

�x Teenagers from higher income households ($100K+) were less likely than 
others to have been cyberbullied, and 

�x Teenagers from English speaking7(he,dB(s)181tj
-0.002 T6Tj
EM)13(7(ha)1s)-2(a)-6( w)13(e1( r)-ul)3(l02 Tc -2(s)9( 02 T1(n )]TJ
0 -1.141 TD
[(ot)-7(her)-6(s)9( t)-7r)-6(e m)-Tj
0.33)-11(l11(T)-10()3(ng)-11( )]TJ
nf)-e been c9.391/C2_0 1-lds
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technology itself, supporting the view that targeting bullying behaviours is important, 
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�x Never, Only once or twice, every few weeks, about once a week, most days, 
every day. 

Using cut-offs as determined from international studies, where a lower level of 
agreement characterises the criterion of repetition in cyberbullying (see Smith, 
Steffgen & Sittichai, 2013, p 4; Menesini et al., 2013, p 31; Frisén et al., 2013, p 40), 
it has happened once or more (Frisén et al., p 40, 2013); young people self-reported 
(n=1,934) for all online behaviours and were subsequently allocated to either of the 
following categories:  

�x Not involved: 52 per cent (n=1,000; 55 per cent female; 45 per cent male) 
�x Cyber victim: 25 per cent (n=535; 59 per cent female, 41 per cent male.) 
�x Cyberbully: 2 per cent (n=34; 51.5 per cent female, 48.5 per cent male) 
�x Cyberbully and cyber victim: 19 per cent (n=365; 52 per cent female, 48 per 

cent male.). 

A total of 44 per cent of students were therefore classified as victims (including 
cyberbully/victims).  

When age was examined, more 14 and 15 year olds than any other age were 
engaged in self-reported cyberbullying (29 per cent as opposed to 21 per cent for 
the whole cohort).  

Young people in the Safe and Well Online study (n=2,338) reported being 
cyberbullied in the following ways, with social networking sites and texting being the 
most prevalent (Table 4.). 

Table 4 Platform of cyberbullying, Safe and Well Online study  

Form of cyberbullying  Once or more often %  Never % 

Social Networking Sites 28.1 71.9 

Texting 27.4 72.6 

Chat sites 18.1 81.9 

Instant messaging (MSN) 19.3 80.7 

Pictures, webcams, clips 13.3 86.7 

Phone calls 17.1 82.9 

Email 13.9 86.1 

Online gaming 10.1 89.7 

Blog 7.3 92.7 

Webpages 5.6 94.4 

Twitter 7.0 93.0 

Notes: n=2,338 

When a higher cut-off is used (every few weeks or more often) fewer young people 
report being cyberbullied. For example, being cyberbullied via Social networking: 
every few weeks or more often reduces to: 10.2 per cent (n= 197).  

What is evident is that when a set of behaviours is employed (rather than a global 
question about involvement in cyberbullying) and a lower level of agreement 
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regarding frequency (once or more often) are employed, many more young people 
can be categorised as being cyberbullied.  

In this instance, as distinct from the participants in the ACPBS study, young people 
were directly asked about being bullied, not being exposed to these behaviours. 
Young people in the SWO study are clear that they have been cyberbullied in these 
ways.  

Closer examination of the ACPBS age groups, finds that 24.1 per cent of Year 9 
students (14-15 year olds); and 25.8 per cent of Year 8 students (13-14 year olds) 
reported exposure to cyberbullying behaviours, which is in line with the cyberbullying 
reported in the Safe and Well Online study. The timeframe is relevant here: in 2013, 
when the study data was collected, students knew more about cyberbullying 
(compared to when the exploratory ACPBS study was undertaken) and students 
knew that these behaviours comprised cyberbullying. 

 The Young and Well National Survey 3.1.7

This study aims to determine the impact of technology on young people’s mental 
health and wellbeing. A cross-sectional CATI methodology was used to conduct a 
survey of 1,400 participants across Australia.  

Participants were randomly selected using random digit dialling. Participants 
included 700 young men and 700 young women aged 16–25 years (note: existing 
protocols for telephone interviews with people aged below 18 years of age were 
used). Of these participants, 276 were under 18 years: 54.7 per cent (151) were 
male and 45.3 per cent (125) were female. The survey took 10–20 minutes to 
complete. Stratification ensured that the sample was representative of the normal 
population in terms of age, gender and geographic location across all Australian 
states by selecting respondents to match the then current Australian Bureau of 
Statistics records for age, gender and geographic location.  

The survey included questions about general health and wellbeing, health 
perceptions of Australian youth, use of the internet, online and communication risks 
(such as digital abuse, cyberbullying and sexting), digital literacy and ICT safety 
skills for young people aged 16–25 years (see Burns et al., 2013). 

In addition to the CATI survey, a similar survey was conducted online: 3,092 young 
people responded to the online survey of whom 1,892 were aged 16-17 years: 33.1 
per cent were male and 66.9 per cent were female. 

In the online survey, cyberbullying was defined as: 

… bullying carried out on the INTERNET, through messages, chats or online 
posts, or on mobiles and smart phones. It includes things like teasing, 
spreading rumours, ignoring or excluding people, and sending or posting 
threatening or unpleasant comments and images about someone. 
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It is noted in this definition, that the key components of bullying are lacking: an act of 
aggression, with a deliberate intent to harm, repetition
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In terms of the cyberbullying behaviours experienced by 16-17 year olds, the 
following is noted for CATI (n=276) and online survey (n=1,892) samples 
respectively: Table 5 provides details of the platforms where victims reported 
cyberbullying took place.  

Table 5 Cyberbullying victims : platform of occurrences   

Platform Online % CATI % 

SMS/MMS  4.3 25.0 

Pictures, photos, videos  2.5 16.7 

Phone calls  2.3  6.7  

Email  1.2  8.3 

Chatroom  1.1 6.7 

Instant messaging  4.3 23.3 

Social Networking Site  14.5 75.0 

Gaming website 0.9 6.7 
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The survey also included a question on young people’s experience of cyberbullying:  

Have you yourself, or anyone you know, like a close friend or family member, 
ever experienced cyberbullying? 

Twenty-six per cent of young people said they had personally experienced or known 
others such as close friends or family who had experienced cyberbullying as 
indicated in Table 6 below. This was lower for 10–13 year olds (20 per cent) and 
increased with age (33 per cent for 14–15 year olds and 30 per cent for 16–17 year 
olds). While this data is broadly representative, this is perhaps the broadest and 
loosest of all questions if applied to measuring cyberbullying prevalence. 

 
Table 6 Past experience with cyberbullying  

Column  Total%
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3.2 Estimation of Prevalence of Cyberbullying 

From the data described in Section 3.1, it can be extrapolated from all frequencies, 
timeframes, methodological approaches and definitions that the general prevalence 
figure for Australian minors experiencing cyberbullying in a year is approximately 
20 per cent, with a range from 6 per cent (ACBPS) to 44 per cent (SWO).  

This estimate appears to be consistent with the international literature. For example, 
Tokunaga (2010, p 279) found that:  

The preponderance of evidence suggests that cyberbullying victimization is 
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Well CRC national study, as they only reported against 16-17 year olds. Also, the 
SWO study also had an age range of 12-17 years, along with the ACMA study and 
GfK study, so it is possible to examine this group in more detail.  

The Joint Select Committee on Cyber-Safety (2011) report found substantial 
increases in the proportion of 15 year olds being cyberbullied when compared to 
14 year olds. This was also the case with 17 year olds as compared to 16 year olds 
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given their cognitive development. Instead, methodologies which enable recall and 
recognition may be more useful (p 22). Recall tasks are those which ask the 
participants to say what they think it is and give an example. Younger children were 
found to give broad adjectival descriptions for bullying: “It is being nasty” and indirect 
kinds of bullying were rarely mentioned. Instead, recognition tasks might be more 
useful with very young children: such as using cartoons or stick figures.  

The Joint Select Committee enquiry into cyber–safety did use cartoons with children 
under the age of 12 in their study, lending weight to their findings for this age group 
(see above), however caution is urged.  

Similarly, the ACPBS used cartoon illustrati
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Less is known about witnessing cyberbullying. Little evidence pertaining to this 
element of cyberbullying was available from the studies reviewed here, although 
studies do exist which can shed light on this phenomenon more broadly (e.g. 
Australian Human Rights Commission, 2012; Price et al., 2014; Wachs, 2012).  

Data from the Joint Select Committee on Cyber-Safety (2011) report showed a 
tendency toward an increase with age of the prevalence of witnessing cyberbullying 
after about the age of 8. This was the case generally with the exception of a drop 
between the ages of 5 and 6 years old and a plateau around age 10 for both 
genders although caution must be exercised in relation to the findings from this 
younger age group. Females also recorded a slight drop in instances of witnessing 
cyberbullying between the ages of 15 and 16 years old and then again between the 
ages of 17 and 18 (despite an increase between the ages of 16 and 17 years).  

The ACMA Quantitative study (Like, Post, Share, 2013) did not distinguish between 
male and female respondents except as an overview (see pp 107-108) and in this 
case, only reported findings from children aged 12–17 years. These two limitations 
make it less useful for identifying trends, although it broadly supports the proposition 
t



44 

This trend appears to occur across all age groups, with two exceptions. Firstly, boys 
and girls in Year 5 who responded to the ACBPS survey (see Table 5.2, Cross et 
al., 2012) reporting a 5.8 per cent prevalence among boys compared to 5.5 per cent 
prevalence among girls. However, in this instance the margin was not statistically 
significant. Secondly, boys in Year 7 at a secondary school reported being the victim 
of cyberbullying in greater numbers than girls in that demographic (8.3 per cent 
compared to 5.4 per cent). In total however, 5.0 per cent of males and 7.0 per cent 
of females who responded to the ACBPS said they had been the victims of 
cyberbullying every few weeks or more often. 

When prevalence of exposure to cyberbullying behaviours was examined across 
age groups (ACPBS), consistently more girls (28.3 per cent) than boys (16.1 
per cent) reported being victims of cyberbullying.  

In the Joint Select Committee on Cyber-Safety (2011) study, female respondents 
reported being the targets of cyberbullying at higher rates than the male 
respondents across all age groups except for seven year olds, although again the 
margin was too small to be statistically significant.  

By comparison, in the Young and Well CRC study, more females (26.4 per cent) 
had been cyberbullied in the past 12 months than males (17.8 per cent) (CATI), 
compared with the no differences found in the online study: Females (33.8 per cent); 
Males (34.0 per cent).  

These findings were also echoed by the AUKOS, which found that 19 per cent of 
female respondents reported that they had been the victim of bullying over the 
internet in the past 12 months, while male respondents reported much lower rates 
(4 per cent for boys under 13 years, and 11 per cent for boys aged 13 years and 
over, Table 9, p 32)..  

 Who cyberbullies more – boys or girls? 3.2.4

Smith (2014) reports that gender differences in traditional bullying vary according to 
type of bullying: noting that most boys are more likely to be involved in more direct 
and physical forms of bullying, and girls are more likely to employ either more 
indirect, relational or verbal methods. How this translates to the cyber setting 
remains part of the complexity, and requires further investigation to determine 
prevalence. Given that much cyberbullying is relational, and that it can be both overt 
and covert (Spears et al., 2009), it suggests that more girls may be involved. 
However, there is conflicting evidence in the literature about the gender balance of 
different forms of cyberbullying behaviours. 

Data from the ACPBS study revealed that in Australia at that time, more males than 
females engaged in cyberbullying, at every year level except in Year 4: thus, in 
contrast to being cyberbullied, females were less likely than boys to report 
cyberbullying others (Ch 5, p 187). 
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Campbell et al. (2012) however found that there were no significant gender 
differences in those who reported cyberbullying and face-to-face bullying others 
(Campbell, 2012, 2013). However, this was not the case for cyberbully-victims 
where more boys than girls identified as cyberbully-victims.  

The Joint Select Committee on Cyber-Safety (2011) report also provided data 
(Table 3.1, p 81). In contrast to the two studies above, the data showed that the 
reported rate of cyberbullying others was higher among females than males at all 
ages, although the difference was negligible at the ages of 17–18.  

The ACMA Quantitative (2013, p 108) study did not provide data on the gender of 
those who engaged in cyberbullying, but did summarise the following key findings 
from that study in relation to gender differences in the online setting:  

Overall, the online world of male teenagers tends to differ to that of females - 
males use the internet differently (e.g. more gaming, less mobile phone 
internet access), they were less active social network users and they were 
less likely to have negative experiences online (e.g. more likely to feel good 
about the internet, less likely to have seen things that bothered them, and 
less likely to have experienced negative consequences of social networking 
or cyberbullying).  

The other key difference between males and females is in their 
communication and information needs around online issues. Male teenagers 
were less likely to discuss online issues with others, less likely to tell 
someone about being cyberbullied and they were less likely to seek 
information on online safety. Their parents were also less likely to be 
concerned about their online safety (p 108).  

Specifically, female 12-17 year olds (21 per cent) tended to be more likely than male 
12-17 year olds to have been cyberbullied, and also more likely to have told their 
parents or a friend if they had been cyberbullied, but there was no specific data 
related to gender and those who target others online.  

The AUKOS only provided data on the prevalence of engaging in bullying generally 
(including online and offline). This data showed a general trend for participation in 
bullying to increase with age, and a trend for males to be involved more than 
females, but as it included offline (or non-cyber) bullying - little useful cyberbullying 
specific conclusions can be drawn from this data. 

The Safe and Well Online Study reported marginally more girls than boys as 
cyberbullies (51.5 per cent compared to 48.5 per cent) and cyberbully-victims (59 
per cent compared to 41 per cent).  

The Young and Well Study, reported more males (9.9 per cent) than females (8.0 
per cent) had engaged in cyberbullying (as per the CATI sample) compared to the 
online survey data where more males (22.2 per cent) were cyberbullies than 
females (8.8 
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Overall, the research in Australia leans towards more females being more likely to 
be victimised, but there is little convicing evidence as to which gender is more 
involved as perpetrators of cyberbullying.  

Rather than definitively determining which gender is more likely to cyberbully, it may 
be more useful to consider the form and medium cyberbullying takes, as it is likely 
that males and females engage in different forms of cyberbullying (see ACMA, p 107 
noted above). For example, when cyberbullying occurs in gaming versus social 
networking sites, who is bullying whom? When sexting turns coercive, who is likely 
to be more involved as the bully or victim?  

Stakeholders in Part B indicated that males were more likely to engage in the more 
‘serious’ forms of cyberbullying, whereas females engaged in less serious incidents.   
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For instance, the Joint Select Committee on Cyber-Safety (2011) report did not 
provide respondents aged 13 years and above with a definition of cyberbullying, 
asking them instead which behaviours they thought constituted cyberbullying (Joint 
Select Committee On Cyber-Safety, 2011 Appendix D, pp 551–552). Although two 
of the potential answers for this question may have included sexual elements 
(posting or sending embarrassing photos of someone else and the free text 
response), this was not made explicit, and as a result, reporting incidents of a sexual 
nature as cyberbullying in this survey came down to the individual responses of the 
students. 

On the other hand, in the survey directed at those under 12 years, the Joint Select 
Committee on Cyber-Safety (2011) implicitly excluded sexual material at all from its 
questions on cyberbullying. By defining cyberbullying as the repetition of behaviour 
from a closed list (teasing or threatening someone online, spreading rumours online 
or sending hurtful messages online), the survey ensured the prevalence of those 
specific behaviours was the only thing that was measured (Joint Select Committee 
on Cyber-Safety, 2011 Appendix D, pp 544–546). 

The ACMA Quantitative (2013) survey defined cyberbullying in their questionnaire 
as:  

When someone repeatedly uses the internet or a mobile phone to 
deliberately upset or embarrass somebody else. It is intended to harm others 
and can include sending mean or nasty words or pictures to someone over 
the internet or by mobile phone (AMCA Quant Report, p 77).  

This is a definition which leaves open the possibility that sexualised cyberbullying 
may be included, but does not say so expressly. The questions in the questionnaire 
were also limited to whether the respondent had been the victim of, perpetrated, or 
witnessed cyberbullying according to this definition. The result is that the statistics 
for prevalence given in the ACMA Quantitative Study (2013) may or may not include 
sexualised cyberbullying, but, based on the information available, it is impossible to 
determine which. 

Like the Joint Select Committee on Cyber-Safety (2011) survey for children aged 12 
or under, the ACBPS gave respondents a list of behaviours and said that they were 
bullying if they happened ‘again and again to someone who finds it hard to stop it 
from happening’ (Chapter 5 Appendix 1, p 326). The survey then asked students 
questions about being victims of bullying, participation and responses to bullying 
behaviour. The behaviour listed that is most relevant for our purposes is ‘Mean and 
nasty pictures or words posted/sent on the Internet or mobile phone’ (Chapter 5, 
Appendix 1, p 326).  

While it is unlikely that this description could be taken to include sexualised 
cyberbullying, it is not impossible and so once again we cannot be absolutely sure 
that the prevalence results for bullying by technology in the ACBPS include or 
exclude instances of sexualised cyberbullying. 
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This increased vulnerability is even more apparent in the results dealing with people 
with a disability. These data showed that cyberbullying was more prevalent among 
people with a disability across all areas surveyed except being bothered on a mobile 
phone (pp 31–32).  

However, the highest prevalence for cyberbullying relative to the total number of 
respondents is found in the Aboriginal and Torres Strait Islander group, which 
reported greater prevalence across all areas of cyberbullying surveyed. In this case 
it should be noted that while cyberbullying was more prevalent among Aboriginal 
and Torres Strait Islander people across a greater number of areas of cyberbullying, 
the increase in prevalence was much smaller than was found among the non-
English speaking background and disability groups. 

It should also be noted that the survey used by New Voices/New Laws asked 
respondents about their total experiences with cyberbullying, rather than 
experiences in the past year (AUKOS, ACMA and JCS) or the past term (ACBPS, 
SWO). The survey also increased the likelihood of positive responses by formatting 
questions and answers to include people that the respondents knew. 

Cultural context is important to acknowledge, and it must be recognised that bullying 
is a predominantly Anglo/European word. Many countries do not have such a word, 
and this raises issues for new arrivals to Australia and for how we therefore 
determine prevalence (e.g. India does not have a specific word for bullying). As will 
be evident from Part C, countries in Europe have always had to consider how it 
approaches the notion of bullying due to this fact (see Menesini 2012). 

In addition, social media abuse in Aboriginal communities has recently been raised 
as a significant issue (for example, see 



50 

 Impact of cyberbullying 3.2.7
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�x Adequate school policies which respond to, but also act to prevent 
cyberbullying: 

o Direct teaching of values education; empathy training; “netiquette” using 
real stories 

o Create an open line of communication between students and adults 
o Inclusion of social and curriculum programmes to be proactive about 

taking action against cyberbullying 
o Adult supervision of young children’s computing education and use of 

technology  
o Education of parents2a4
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Sources of help seeking can be categorised as informal help seeking and formal 
help seeking (Rickwood et. al., 2005). Informal help seeking includes those who 
seek help from informal sources such as friends and family, whilst formal help 
seeking are those who seek more formal, professional sources such as health 
professionals or teachers (Rickwood et al., 2005). Michelmore and Hindley (2012) 
state that young people are most likely to seek help from their peers, and then are 
more likely to seek help from their parents than from professionals. 

Research also suggests that young people fear that the bullying will get worse, or 
they will become the victim themselves if they report witnessing a bullying incident 
(Murray, 2005). Furthermore, research has found that young people often feel that 
they n
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The JSC (2011) report established that telling an adult was the most common 
response among 8–11 year olds, but that this was rapidly replaced by ignoring the 
cyberbullying or blocking the bullying from the ages of 12 to 18 years. 

The ACBPS (2009) provided a list of possible responses to bullying, but not 
cyberbullying specifically. Despite this, a number of their responses could only have 
referred to cyberbullying incidents: ignoring bullying messages online; keeping a 
printed record of nasty electronic messages; changing phone numbers; and blocking 
people/profiles on websites (p 208). The incorporation of these responses alongside 
responses to traditional bullying makes it impossible to deduce the most common 
responses to cyberbullying alone.  

The AUKOS on the other hand did not ask for information on responses. 

The SWO study explored help-seeking behaviours in relation to cyberbullying 
(n=2,338) (Spears et al., 2013). Nearly half indicated that they would not seek help 
from anyone (49 per cent).  

Developmental trends were evident regardless of young people’s experiences of 
cyberbullying: i.e. these help-seeking trends are similar for bullies, victims, 
bully/victims or those not involved: as young people got older, they were less likely 
to seek help from parents, other family members, teachers or other professionals at 
school; and more likely to seek help from boyfriends/girlfriends, phone helplines, 
online services from professional and non-professionals, and help-seeking apps. 
Worryingly, there was also an upward trend with age for those not seeking help from 
anyone. 

Regardless of cyberbully/victims status, females were more likely to seek help from 
friends than males. Males were more likely to seek help from a teacher than 
females, and from a family member who was not their sibling or parent. There were 
no other gender differences found.  

The Young and Well study (Online survey and CATI samples) outlined some 
responses to having been cyberbullied. The most common responses were telling a 
friend and blocking or ignoring the bully (as indicated in Table 8).  
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Table 8 Victims' responses to cyberbullying; Young and Well Study  

Response 
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Surveys of parents’ awareness and responses to cyber-safety conducted by IRIS 
Research for the Department of Communication (2010, 2012) asked parents what 
action they took in response to being told about a cyber-safety incident involving 
their child.4 The responses included speaking to or educating the child, blocking the 
offending child, doing nothing, informing the school and contacting the parents of the 
offending child (Table 6.7, p 68). When compared to the results of the 2010 survey, 
the 2012 survey showed there had been an increase in parents responding to a 
cyber-safety incident by educating their child in favour of almost all other options 
(Table 6.7, p 68). The only other response to record an increase between 2010 and 
2012 was banning the child from using the computer or mobile phone (5.5 to 6.6 
per cent).  

The IRIS teachers’ survey (IRIS Research 2013) asked teachers who had been 
involved in handling a cyber-security incident how they had responded to it. There 
were no notable differences of teacher involvement between school levels or sectors 
evident. Because not all teachers surveyed had been directly involved in handling a 
cyber-security incident, the results in this area used a much smaller sample size 
(422 of 1,862 teachers surveyed or 22.7 per cent: pp 49–50).  

Responses included informing and involving parents, counselling involving all 
parties, suspending the student’s IT account and formal punishment in line with 
school policy. Of these responses, informing and involving parents was the most 
frequently used (46.6 per cent), followed by counselling with all parties involved 
(14.8 per cent) and then warnings or class discussions (9.6 per cent).  

While these three responses were also the most com
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happens with face-to-face bullying, where the police are an important aspect of 
reporting (p 456).  

A USA study by McQuade and colleagues (2009), it was found that reports to an 
adult ‘decreased from pre-teen to teens’ and patterns of telling friends increased 
with age. Girls were found to be more willing to report to a peer, and boys were 
more likely than girls to tell a teacher (see also Hinduja & Patchin, 2009).  

In the USA, Police however, are rarely notified by victims (Hinduja & Patchin, 2009) 
and adults also rarely call the police when victims inform them about it. Similarly, 
parents do not tend to report due to uncertainty of involving the police (McQuade et 
al., 2009, cited in Addington, 2013). School officials also have been found to be 
reluctant to report to police, possibly due to lack of clarity regarding the school’s 
authority to intervene, particularly if the cyberbullying occurred outside of school or 
involve other students from different schools (p 457). 

Addington noted that two roles for the police were evident: to employ existing 
criminal laws as ‘mechanisms to pursue cyberbullying cases’, and secondly, to 
serve as a ‘clear authority to whom victims can report incidents and obtain 
necessary services and assistance’ (p 457). Highlighting that, when traditional 
bullying occurs, teachers at school are a natural resource for student. When 
cyberbullying occurs however, there is no clear location, so a corresponding adult 
might well be an authority figure, such as the police, which could have additional 
support through larger policy initiatives. 

Data sets from Addington’s study in the USA revealed the following: victims tended 
to be aged 15, white, and female and over two-thirds (68 per cent) did not report 
their experiences to school officials, almost one-third were from households with the 
highest incomes, and 16 per cent of 
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4.2  Systemic responses 

There is a debate in the literature on the systemic responses to and prevention of 
cyberbullying as to whether cyberbullying should be addressed in a similar way to 
traditional bullying, or whether prevention of and responses to cyberbullying should 
differ because of the specific nature of cyberbullying. 

General anti-bullying strategies stress the role of the school and advocate a whole 
school setting/community to operate in concert for the benefit of the safety of the 
student. However, other studies suggest that cyberbullying needs to be tackled 
differently and that responses should demonstrate understanding of the 
technologies involved.  

Internationally, there have been many responses proposed to deal with 
cyberbullying, and the COST (Cooperation of Science and Technology) Action on 
Cyberbullying (https://sites.google.com/site/costis0801/) undertook a cross-national 
review of guidelines from 27 countries (O’Moore et al., 2013) in order to arrive at a 
set of responses which could be agreed upon as ‘good practice’.  

Given that cyberbullying can straddle across school and off-school premises, as well 
as overlap with more traditional bullying behaviours, it is not a simple matter for 
individuals, teachers, schools, families or communities to respond, prevent or 
intervene. Much cyberbullying is concerned with breakdowns in relationships and 
therefore requires consideration of relationship solutions. Approaching relationship 
solutions which straddle online and offline settings, where adults have never 
experienced life as an online adolescent, requires a multi-pronged approach.  

Fifty-four national guidelines created by government or non-government 
organisations were considered with a questionnaire developed for each country to 
examine background information and four inter-related domains:  

�x supportive social environment: refers to anti-bullying ethos in the school and 
the promotion of positive relationship values and positive uses of technology 
in social interactions; 

�x proactive policies, plans; practices: refers to strategies for preventing and 
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After rating each guideline, the review found that most guidelines targeted parents, 
followed by young people, then teachers and schools. Most dealt with cyber safety 
rather than cyberbullying; over a quarter did not provide any definition of 
cyberbullying; over one-third provided no information on the prevalence of 
cyberbullying; and over half made no reference to the empirical literature relating to 
cyberbullying (p 143). 

However, there were some clear implications for future research and practice. They 
reflected the need for schools to employ a whole-of-school community approach, 
and to also consider parent training, teacher training and cooperative group work. 
Parents play a role in supporting their children to become ethical digital citizens, and 
collaborating with the school in partnership to achieve this. Few guidelines 
mentioned cyberbullying in online gaming, or the reporting of incidents to authorities 
such as the police. The most important aspect from the review however was the 
need for young 587 -1.37 Td
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Cyberbullying responses must make use of what has been found to be successful 
for traditional forms of bullying, but must also reflect an understanding of this new 
electronic and technological environment and how relationships are conducted in 
and around it.  

Two issues arise for consideration at this point. Firstly, unlike traditional forms of 
bullying, cyberbullying is not part of adults’ former experiences at school, and so 
they have never experienced it as children or teenagers do. In terms of 
understanding what it means to socialise via social media in positive ways, and 
trying to intervene, to stop or prevent undesirable or unpleasant consequences of 
bullying through technology, the experts in this case are clearly not adults, they are 
young people.  

Without the significant input of young people, through their ‘voice’ and participation, 
cyberbullying interventions which evolve from traditional bullying interventions, 
devised by adults solely for use in traditional school settings, may seem fated to less 
than optimal outcomes (Spears & Kofoed, 2013).  

Secondly, schools should also be consulted. 

Legal responses to cyberbullying are discussed in Part B and explored further in 
Part C Reports. 
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5 Key findings 

This report has focused on the evidence-base for the prevalence of cyberbullying 
internationally and in Australia and how such incidents are currently being dealt with.  

There is no agreed definition of cyberbullying, nor is there one way of assessing 
prevalence, and this review has found that the findings regarding prevalence in 
different studies are highly dependent on the definition of cyberbullying used and the 
way the question is asked of survey participants. This reflects the broader 
international issues and challenges with definition and measuring prevalence.  

Thus there is a wide range of findings across studies concerning youth cyberbullying 
prevalence ranging from approximately 6 per cent to 44 per cent.  

The key finding from this review is that a high proportion of young people – the best 
estimate being approximately 20 per cent of 10–17 year olds a year (around 
463,000 Australian children in 2013) – are victims of cyberbullying.  

There is evidence to indicate that cyberbullying increased from the early 2000s , 
probably as a result of increasing numbers of young people using the internet and 
mobile phones for their day to day interactions (ACMA, 2013). As device ownership 
reaches saturation, it may be that there is not such a rapid increase of the 
prevalence of cyberbullying in the future; however, the evidence is that cyberbullying 
prevalence is also not declining (Smith 2014), although ‘traditional’ bullying is 
reportedly in decline over the last ten to twenty years (Rigby & Smith, 2011). 

The evidence indicates that the peak age for cyberbullying prevalence is around 
12-15 years old and that are much lower rates of cyberbullying amongst children 
aged 11 years and under although little research has been conducted with this age 
group due to the considerable challenges (Kowalski, 2014; Tokunaga, 2010). 

Overall, girls reported being victimised more than boys but studies differ as to the 
gender of the majority of cyberbullies which also appear to vary by age and type of 
cyberbullying behaviour (Smith, 2014).  

A high proportion of cyberbullying victims are also cyberbullies and so these are not 
mutually exclusive categories. Similarly, there is n-6(l)3(y)]ud
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